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Williamson County Technology Services
Technology Project Questionnaire for Vendor
(To be filled out with prospective solution provider)
General Project Questions
Please provide the proposed timeline estimate:
MILESTONE
Time from Contracting / Date
Kickoff
Requirements Review
Design Review
Build / Config. Complete
Acceptance Testing
Go-Live
Transition to Support
Project Completion
Customer Responsibilities
What is required of Williamson County to implement the proposed solution? Please list any hardware, software, storage, or networking equipment not included in the proposed solution, or major configuration items done by IT or the user. Please provide any specifications if applicable.
Item
Notes
Regulatory Compliance / Privacy
Regulatory compliance  - please note that apply to this implementation. Please indicate if the proposed solution is compliant with the regulation.
REGULATION
APPLIES
COMPLIANT
The Health Insurance Portability and Accountability Act of 1996 (HIPAA)
Health Information Technology for Economic and Clinical Health Act (HITECH)
Payment Card Industry Data Security Standard (PCI DSS)
Texas Department of Public Safety Criminal Justice Information System (CJIS)
PLEASE NOTE: 1.     If any of the listed regulations apply, Williamson County may require access to the audit reports on a regular basis. 2.     A Non-Disclosure Agreement(NDA) is required for vendors who need to support their application remotely or exchange data with         Williamson County. The NDA must be approved by the Williamson County Legal Department. 3.     Business Associate Agreement (BAA) is required if Personally-Identifiable Information (PII) covered by HIPAA regulations is present.         The BAA must be approved by the Williamson County Legal Department. 4.     A signed CJIS Security Addendum with Williamson County is required if data either directly or indirectly derived from the CJIS systems         of the FBI or Texas DPS is present. Employees or contractors may also have to sign a CJIS Security Awareness statement as well as be         fingerprinted if they have access to the system.
Security
What encryption methods and levels (e.g. 256-bit AES) are used by the proposed solution (if any)?
Area
Encryption
Software / Interface
Data Transmission
Client-resident Data
Database
Support / Remote Access
What ports are needed for the proposed solution?
Source
Destination
Port
TCP/UDP
Reliability / Backup
Software Environments (software solutions only)
Will there be other instances of the software available for users besides the “Live” environment? If so, please indicate below.
Environment
Proposed (Y/N)
Test/Development
Training
Other (explain)
Authentication
If “No”, please complete the following:
Is user authentication required?
Does user authentication support strong passwords?
Does user authentication support password aging?
Can the system support two-factor authentication (e.g. token)?
Client Requirements
 What are the client-side platform requirements?
Item
Minimum Spec
Windows PC / Laptop
Windows Mobile
Android Mobile
Apple Mobile
Other
What are the client-side hardware requirements?
Item
Minimum Spec
CPU
RAM
Free Disk Space
Ports
LAN Network Speed
Internet Link Speed
Sound
Other (describe)
What are the client-side software requirements?
Item
Minimum Spec
Operating Systems
Web Browser
.NET
Java
Flash
Other (describe)
What rights does the proposed solution require the user to have on the client machine?
Right
Required (Y/N)
Standard User
Power User
Local Administrator
Mobile Devices (if applicable)
What mobile device platforms and versions are utilized?
Item
OS Version
Apple iPad
Apple iPhone
Android Phone
Android Tablet
Windows RT
Windows Phone
Windows Tablet
Other (Specify)
Interfaces
Vendor Access for Support
Which device types will the vendor access for support? Please add any description / explanation as notes.
Device
Accessed (Y/N)
Notes
End user's desktop
IT Application support's desktop
IT System admin's desktop
Application Server / Appliance
Other device(s)
How will the vendor connect into Williamson County? Please add any description / explanation as notes.
Connection
Used (Y/N)
VPN Client
VPN Tunnel (LAN to LAN)
Public Internet
On Site Support
Other
Which tools will be used to access the devices? Please add any description / explanation as notes.
Tools
Used (Y/N)
WebEx / Bomgar / GoToMyPC etc.
Remote Desktop
Tool is built into the system
Other:
Licensing
What type of licensing is being proposed? Please indicate other options that are available.
Type
Proposed
Option
Concurrent User / Connection
Concurrent Device
Named User
Named Device
Site License
Other (please describe)
Policies & Procedures
Integration, APIs & Reports
Service Level Agreements (SLAs)
Vendor Management, Product Roadmap & Viability
Customers:
Item
Count
Total Customers
Government Customers
Texas County Government Customers
Employees:
Item
Count
Total Employees
Total Employees in Texas
Total Employees in Austin Region
Product Development Employees
Customer Support Team Employees
Pricing & Contract
Support & Maintenance
How will support be organized between Williamson County IT and the Vendor? Check accountability owner for each tier level and give specific examples of service provided at each level:
SUPPORT LEVEL
RESPONSIBLE
EXAMPLE
Tier 1 Support
Tier 2 Support
Tier 3 Support
CATEGORY
RESPONSE TIME
Critical
Urgent
High
Low
Supplemental Questions for Hosted Solutions
Infrastructure & Maintenance
Support & Maintenance
Provider & Data Location
Data Access, Security & Segregation
Facility Security & Compliance
Data Backup & Restore
Business Continuity & Disaster Recovery
Data Access and Portability
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